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{ 1in 10 respondents (9.3%)

said they were notified their information was exposed in a data
breach in the 12 months prior to the survey.

These respondents were more likely to also be victims of other types of cybercrime:
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Most common warning signs of being a victim of identity theft:
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These were all more likely among respondents who had been notified their

information was exposed in a data breach.




